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Invitation to the IT SECURITY 2007 workshop 

On the 19th of May 2007 

Berlin, 10.05.2007 
 

 

Dear Sirs, 

 
 

It gives us great pleasure to invite you to the leading security and e-government workshop, IT 

Security 2007, to be held on 19th of May, at Kingdom Four seasons in Riyadh KSA. 

 
Entirely focused on high end security, this by-invitation-only workshop enables you to 

discover how you can provide your organization with high level security solutions. 

IT Security 2007 has been exclusively designed to include topics and case study sessions 

hosted by industry experts to give you the opportunity to examine innovative business 

approaches and benchmark your IT Security process. Topics to be discussed will include: 

 
1. How can your organization achieve a higher security level with PKI (Root CA) 
2. How simple is to tap your communications / high level encryption network 
3. How secure is your Traditional Firewall? They only 4+CC EAL FW 
4. How hackers can win accesses to your Network 
5. Cyber Crime Investigations and evidence gathering 
6. The only secure on way Real-time Electronic Data Transfer 
7. The most secure data centre 

 
 

It would be an honour for us, to welcome you in Riyadh Four seasons. 

Yours faithfully 

 
 

Anas Chbib 
Managing director 
AGT Advanced German Technology GmbH. 

mailto:Achbib@agt-technology.com


 

 
 
 

 

WORKSHOP AGENDA 
 

09:00- 09:30 Registrations 

 

 
09:30 -10:00 AGT introduce the German team. 

Morning sessions 

10:00-11:30 
 

1.   PKI solution German Government Trust Center , PKI business cases. 35min 
Mr. -system (Deutsche Telekom Group GER) IT security division 

2. The New Zealand Government secured netwrok 
Mrs. (single guard NZ) 

25min 

3. How simple is to tap your communications 
Business case one of EU largest bank/Telecom 
Mr. (Last mile GER) 

20min 

 
11:30-12:00 Coffee Break 

 

 
Noon sessions 

 

 
12:00-13:00 

 

4. How hackers can win accesses to your Network? 
-The threats to every government Network- 
Police Network business case 
Mr. ( Packet Alarm GER) 

 
25min 

5. How secure is your Traditional Firewall? 
The German government only trusted firewall- why? 
CC IEAL 6 certified only Firewall world wide which have 6 certification) 
Mr. (GeNUA GER) 

 
25min 

 
 

 
6. 

Lunch break 13:30-14:30 
Afternoon sessions 
14:30- 16:00 
Cyber Crime Investigations and evidence gathering 

 

 IT security Forensic Labs 
how? What do need? IT-Forensic as a National wide solutions 
Mr. Matthijs van der Wel (Fox IT NL) 

 

25min 

8. The only secure on way Real-time Electronic Data Transfer 25min 

 
Mr. Matthijs van der Wel (Fox IT NL) 

 

9. The most secure Data Center 
Mr. (Lampertz) 

25min 

 
16:00-16:30 coffee Break 

 

 
16:30 -17:30 -One to one meetings and open discussions- 

 



 

 
 
 

 

REGISTRATION 

 
 
 

YES, I would like to attend IT SECURITY 2007 
 

Name: Mr./Ms./Mrs………………………………………. 
………………………………………. 
………………………………………. 

 

Job Title: …………………………………………………. 
………………………………………. 

Department:……………………………………………… 

 

Company Name:………………………………..……… 
 
PO Box.………………….. Code……………………… 
City .……………………... Country…………...……… 
Telephone:………………………………………...…… 
Fax:……………………………………………………… 
Mobile:…………………………………………………… 
Email……………………………………………………… 


