
10 July 2017 
 
From Twitter 
 
 
 
 
 
Hi there,  

 

We've no comment apart from what we've stated clearly and publicly on this issue:  

 

To be clear: We prohibit developers using the Public APIs and Gnip data products from allowing law enforcement 
- or any other entity - to use Twitter data for surveillance purposes. Period. The fact that our Public APIs and Gnip 
data products provide information that people choose to share publicly does not change our policies in this area. 
And if developers violate our policies, we will take appropriate action, which can include suspension and 
termination of access to Twitter's Public APIs and data products. 

 

In fact, we are suing the US government with regards to surveillance and overreach. You can read more here and 

here in the legal filing.  

 

With regards to the point made about Dutch law enforcement entities, we publish this data twice yearly in our 
Transparency Report. You can see the latest numbers for the Netherlands here.  

 

You can read more about our commitment to transparency here.  

 

Best, 

 

… 

 

https://blog.twitter.com/developer/en_us/topics/community/2016/developer-policies-to-protect-peoples-voices-on-twitter.html
https://twitter.com/policy/status/785861128589025281
https://blog.twitter.com/developer/en_us/topics/community/2016/developer-policies-to-protect-peoples-voices-on-twitter.html
https://twitter.com/Policy/status/883075125234544641
https://transparency.twitter.com/en/countries/nl.html
https://blog.twitter.com/official/en_us/topics/company/2017/our-tenth-twitter-transparency-report.html

